**Safe and Responsible use. YEAR 5**

**Overview of Lessons:**

LO: How to connect online safely, respectfully and responsibly.

LO: To recognise unacceptable behaviour online.

LO: To understand how to alert and report online concerns.

Lesson 1: Class discussion about the devices they have and how they are connected online. (Mind map) Introduction to how devices are connected and the implications this might have.

Discuss and introduce the 3 C’s :Content, Contact and Conduct. What is the content that they access? Is it age appropriate? (Gaming) Contact: Who is able to contact them as well as the information that can be found out about them? (Apps- permission). Conduct: What does conduct mean? Who is responsible for your conduct/behaviour? What impact does it have upon others? (Trolling) Cyber- bullying.

* Permission for Apps, gaming etc.
* Privacy settings and filters age appropriate.
* PHSCE link to behaviour that is acceptable or unacceptable. (Would you say/ write something in person or just online).
* Passwords and protection of personal information.

Create a leaflet promoting the values of cyber safety. Using pictures, knowledge that has been learnt from discussion. Values of Respect, Responsibility and Safety.

Lesson 2: What do you think is unacceptable behaviour online? Questioning of children as to what is acceptable in public/ online/ face to face and written?

* Activity of differing scenarios that could occur online/devices.
* Texting unkind comments, group chats to be mean about someone who isn’t in the group chat.
* Gaming live chats. Use of language, swearing etc
* Practical: Visual of effect of actions and words. (<https://www.thinkuknow.co.uk/8_10/watch/>Can you put all the toothpaste back in the tube?)

Final Activity: Children to watch a clip demonstrating effects of unacceptable behaviour online and the impact it has upon children and adults.

Show clip of unacceptable online behaviour from CEOP website.